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CORRIGENDUM TO THE TENDER DOCUMENT  
 
 
The following Corrigendum to the Tender Document is hereby issued:- 
 

S. 
No 

Title of the Clause Existing To be Read as 

1 Page No. 27  - Section 
5-Specifications-  
Item code -  
33331-006  SAN 
Storage- S.No. 2 

The proposed solution must be 
configured with 120 TB usable 
capacity, here 20 TB of 
Capacity should be configured 
with SSD Disks (RAID5) and 
40TB of Capacity using 10K 
RPM SAS disks (RAID 5) and 
60 TB using NL- SAS disks 
(RAID 6). Required feature 
license if any to enable Sub-
Lun data tiering across 
SSD, SAS and NL-SAS tiers 
must be provided 

The proposed solution must be 
configured with 120 TB usable 
capacity, here 20 TB of Capacity 
should be configured with SSD 
Disks (RAID5) and 40TB of 
Capacity using 10K RPM SAS 
disks (RAID 5) and 60 TB using 
NL- SAS disks 
(RAID 6). Required feature 
license to enable Data tiering 
across SSD to SAS or NL-SAS 

2 Page No. 26- Section 
5-Specifications-  
Item code -  
33331-005  IPS and 
IDS- Security 
effectiveness- S.No. 9 

The IPS filters must be 
categories into the following 
categories for easy 
management: Exploits, Identity 
Theft/Phishing, 
Reconnaissance, Security 
Policy, Spyware, virus, 
Vulnerabilities, Traffic 
Normalization,P2P, IM, 
Streaming Media 

The IPS filters must be categories 
into the following categories for 
easy 
management: Exploits, 
Reconnaissance, Security 
Policy, Spyware, virus, 
Vulnerabilities, Traffic 
Normalization,P2P, IM, 
Streaming Media 

3 Page No. 26- Section 
5-Specifications-  
Item code -  
33331-005  IPS and 
IDS- Global Threat 
Intelligence - S.No. 15 

Must have the ability to view 
attack activities base on 
continent and countries 

Must have the ability to view 
attack activities based on 
countries and continents 
(Optional) 

 
 Note:   The above corrigendum is applicable to all other clauses, which contain the   
              respective terms in the tender document. 
 
  
 
                                                                                                     -SD/- 
                                                                                        Managing Director 


